THE CISO HANDBOOK: A PRACTICAL GUIDE TO SECURING YOUR COMPANY

Further Information:

The book is presented in chapters that follow a consistent methodology - Assess, Plan, Design, Execute, and Report.

The first chapter, Assess, identifies the elements that drive the need for infosec programmes, enabling you to conduct an analysis of your business and regulatory requirements.

Plan discusses how to build the foundation of your programme, allowing you to develop an executive mandate, reporting metrics, and an organisational matrix with defined roles and responsibilities.

Design demonstrates how to construct the policies and procedures to meet your identified business objectives, explaining how to perform a gap analysis between the existing environment and the desired end-state, define project requirements, and assemble a rough budget.

Execute emphasises the creation of a successful execution model for the implementation of security projects against the backdrop of common business constraints.

Report focuses on communicating back to the external and internal stakeholders with information that fits the various audiences.

Each chapter begins with an Overview, followed by Foundation Concepts that are critical success factors to understanding the material presented. The chapters also contain a Methodology section that explains the steps necessary to achieve the goals of the particular chapter.
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